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ABSTRACT: The rapid evolution of technology and its applications have created the need for new techniques for copyright
protection and data owner identification. Many researches are proposed to establish a potential solution to protect the
ownership rights. In the last years, various watermarking technigques have been proposed to protect digital data online. This
work presents a watermarking approach based on Radon Transform applied to RGB color image. The simulation results
show that the proposed method presents a higher robustness against asynchronous attacks. Also, the compar ative study with
other recent techniques proved the efficiency of the proposed approach.
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1. Introduction

Theevolution of technology facilitatesthe datatransfer but it also increasesthe ability of hacking such information. Therefore,
several techniques are proposed to protect data online. On the other side, its applications present always errors and limitations.
Encryption and Steganography are the two devel oped techniquesto protect online information. In 1992, the research suggested
using the watermarking technique in data protection. Nowadays, watermarking represents an important search subject. Thecore
ideaof watermarking involvesintegrating amessageinto adigital content. Thislast coverstheinformation to betransmittedin
aholder in away to beinvisible and correctly reversible (an algorithm allows the exact extraction of the embedded watermark).
Its algorithm requires equilibrium between these three constraints: imperceptibility, robustness and embedding capacity [3].

The attack process represents the first danger to watermarking image. Therefore, it can mislead the watermark detector. A
practical digital watermarking scheme must beresistant to avariety of possible attacks[10]. In the order, variouswatermarking
schemes are proposed for the digital multimedia protection. Most of the schemes perform on the spatial domain where the
watermarking techniquesdirectly modify theintensities of selected pixels[4]. Also, severa schemesperform onthetransformation
domain where the watermarking algorithm modifies the selected transformed coefficients. The literature has defined different
transform domains used for watermarking image such as: Fourier-Mellin Transform, Discrete Cosine Transform (DCT), the
Discrete Fourier Transform (DFT), the Discrete Wavel et Transform and the Complex Wavelet Transform (CWT) [2].
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Severa watermarking algorithms using color image are devel oped to protect data. In[8, 9 and 5], authors have proposed two
different schemesfor copyright protection of color image based on SVD in DWT domain for hiding watermark in full frequency
band of color images. On the other hand, researches show that the resistivity of watermarking schemes against geometric
attacksremainslow [6]. D. Simitopoul os, DE. K outsonanos and M.G.Strintzis proposed a“ Robust Image Water marking Based
on Generalized Radon Transformations’ [7]. Other researches combine the Radon field with other field to embed the watermark.
In [11], the authors combined the Radon transform and complex moments to create an invariant digital image watermarking
against geometric attacks. Also, B. Xiao, J. FengMa and J.TaoCui proposed a new method to resist against global geometric
transforms. They combined the Radon field with the pseudo-Fourier—Mellin transform to embed the watermark. This combination
isnoted Radon and pseudo-Fourier—Meéllin invariants (RPFMI) [10].

In order to resist against geometrics attacks, we proposed in thiswork anew watermarking algorithm based on RGB color image.
Our approach sel ects specific coefficientsin Radon field to embed watermark in the media. This paper isorganized asfollows:
Section 2 presents an overview of Radon Transform (RT). Section 3 details our watermarking method. I n section 4, we study the
robustness of this technique against different STIRMARK attacks. A study of the watermarked image distortions before and
after different attacksisalso presented. In section 5 amathematical study is developed to explain the resistance of the proposed
method and prove the results found.

2. Mathematical Recall of Discrete Radon Transfor mation
In 1917, J. Radon, Austrian mathematician, defined the theory of Radon Transform. He proved the possibility of reconstructing
afunction of a space from knowledge of its integration along the hyper-plans in the same space. This theory establishes the
reversibility of the transformed Radon and the transition between the native function space and the Radon space, or the space
of projections. The generalized Radon transform of afunction f (x, y) isdefined at [ 1] by the following eguation:

R(p,0)= [ [T (x,y) 8 (xcosh, y sing— p) dxdy D

Where p represents the perpendicular distance of a straight line from the origin, and 6 represents the angle between the
distance vector and the x-axis.

The literature proposed two categories of Radon transform. The first one based on Radial Integration Transform (RIT). The
second one based on the Circular Integration Transform (CIT).

In image processing, the Radon Transform represents a collection of projections along various directions. The discrete Radial
Integration Transform of | (x, y) isdefined at [6] by the following equation:

J
R(tA0) = T 3 I (x,+AS. COS(tAD), Y, +As. Sin (tA6) @
j=1
Thediscrete Circular Integration Transform of | (x, y) isdefined by the following equation [6]:

.
C(kAp) = T 21 (x,+ kAp.cos(t.AB),y, +kAp.sin (t.AG) ©)]
t=1

1
T

Where A6 represents the angular variation step, Asis the scaling step, kAp represents the radius of the smallest circle that

encirclestheimage, J represents the number of samples on the radiuswith orientation 6, t=1,......, ZZGO andk=1,....... , Prax

The Radon transform of theimage | (%, y) defined by itssize[M N] generate amatrix R(p, ) witch real coefficient anditssize
isequal to[R T]:

R= /N?+M?+1
0 @
T= a0
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3. Proposed Water marking M ethod

Dueto the expansion of the projected image matrix fromitssize[M N]to[R T], thisfield allowsahigher amount of the embedded
data. Infact the DRT increases the size of the transformed image (see equation 4). The proposed method consists to embed the
watermark in the selected coefficientsfrom the radon matrix. These coefficients defined the area of the maximaradon coefficients.
It holds the maximal energy of the transformed image. Thisis done for three essential s reasons:

> Thefirst one, these coefficientsare set on theintegral line of projection. They will bewell recovered from theinverseradon
transform.

> Secondly, they contain the most important details of the original images. Consequently, they are the most adapted to code
in awatermark with better imperceptibility.

> Their high values permit to embed and cover the binary coefficients of the watermark without any perceptual degradation of
thewatermarked image.

3.1 TheProposed algorithm
Inthefollowing, wewill note by W the original watermark. Wisthe encrypted watermark to embed. W' representsthe recovered
encrypted watermark. W(; istherecovered and decrypted watermark, | the Original image (support), Rb the blue matrix in Radon

field. Rb is the watermarked blue matrix in Radon field. (x, y) is the spatial coordinates of the original image, (p, 6) is the
coordinates of the original imageinradonfield. kand | are the coded bits used to embed and to extract the watermark. [M N]is

the Size of the original image. [M N, ] representsthe size of the original watermark and G isthe embedding strength.

3.1.1Watermarkingalgorithm
The main concept of the watermark embedding process is shown by the following diagram:

CHAMEL N . - j
_ Original watermark C_?ngmd RGB colorlmage_ i

T . s
S— e | Extract the blue channel |
Encrypt the . 3 _d
| watermark | DRT
l ;
< Embed thewater mark >
v
IDRT
— ES
I Combinethe RGB channel of the color image I
| g3 ____|

.. Watermarked RGB color image
M= el

Figure 1. Watermarking algorithm

170 Journal of Information Security Research Volume 4 Number 4 December 2013




The proposed agorithm is detailed by the following steps:

* Sep 1: Thewatermark Wistransformed into aone dimensional vector. Twenty permutations are applied on thisvector to create
the encrypted watermark as presented by the following steps and equations:

1. Decompose thewatermark in N equal blocs: B,
W(N)={B,,B,...Bg} ©)
Wherei ={1, 2,..N}

2. Permute each bloc by using the two followings equations:

P, (B, B)=Wi{B,,,..B}, By B((N/2)+1)} ©6)

After each permutation, the resulting vector is decomposed in to N equal blocs B, whereWhere i = {1, 2,..N}and the next
permutation is applied increasing the step of Suntil the maximum permutation numbersisreached.

3. The permutation corresponding to S= 2 isillustrated by the following equation:

PSZZ(B]_""'BN):PS:]_{BN""B B

(N/2) PN B

(N/2)+ 1)} @

4. Permuteiteratively the set of blockstimes, for =3 — S __ , the permutations given by the following equation:

P_, B,
a:3—>SmaX

5. Wefixed S = =20 and the encrypted messageis obtained after 20 permutations. It is defined asfollows:

BN) = PS:(X—l{ BN'"'B(N/Z), Blyl"v B((N/2)+1)} (8)

W(K) = Py_5(K) ©)

* Step 2: Inthisstep, we applied the Radial Integration Transform with integration path A6 = 1° and Ap = 1 pixelsonly to the blue
component of the color image. Then, we selected theM x N higher coefficientsfrom Rb. For thisreason, we transformed the
image matrix into avector V in downward order by the following equation:

Rb(p,0)— V (K (10)

M, N,] 5 No

Next, we selected the threshold A defined by its position (M, x N ) in the defined vector V. Thisinstruction is defined by the
following equation:

A=V(M, xN) (1)
Thisthreshold is used for selected the coefficients for coding the watermark. This step is defined as follows:

R.(p.6)>1 1)

El- MW>< NW
So, these coefficients represent the M, x N, first coefficientsin the vector V:

Re(p, 0)= V() (13)

EloM xN, I MXN,
» Sep 3: The embedding processis described by the following diagram and equation 13.

Rb(p, §) — Rb (p, 8) + G .W(K) (14)
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Figure 2. Embedding process

* Step 4: We applied theinverse DRT (I DRT) to the watermarking blue matrix. We combine the RGB channel of the color image
to create the watermarked color imagein spatial domain.

3.1.2Watermark Extraction process
This step of watermarking approach consiststo recover the embedded watermark from the media. Itsalgorithmisdetailed by the
following agorithm:

Inthisalgorithm, we extract the blue channel from the watermarked imagein spatial filed. Then, we applied aradon transform with
the same parameter used in the embedding process (step2 paragraph 3.1.1) for the extract channel. Thistransformation givesthe

watermarked imagein radon field Rb’. The A represents the threshold used to select the used coefficient to embed the original
watermark. It represents the highest coefficient number (M, x N ) in the matrix Rb'(The blue watermarked matrix in Radon
domain). For this reason, we transformed theimage matrix into avector V' in downward order using the following equation:

Rb (p, 0) —» V () withl = px 6 (15)

M, NI M*N,
Next, we selected the threshold A" defined by its position (M, x N, ) inthe defined vector V . Thisinstruction is defined by the
following equation:

A=V M, xN,) (16)
The threshold A" used to define the used coefficients for coding the watermark. These coefficients represents (M, xN,) first
coefficientsin the vector V" verify the two following conditions:

1) Itis higher to the threshold A" ) )
Ro_(p,0)=4
Elo [MWEX Ny,] (17)

2) These coefficients represent the M, x N first coefficientsin the vector V E
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Figure 3. Extraction process

Re(p.0)= V() (18)

El-M xN, I MyxN,

Then, it givenTisthe selected threshold deciding if the compared bit belongsto the watermark or not. The recovered watermark
W’ isaonedimensional vector. Itisan encrypted watermark. To decrypt it, we used the inverse algorithm used to encrypt the
original watermark with the same parameters.

1. Decompose thewatermark W in N "equal blocs B, wherej={1,2...N 1(N'=N: Nisthe number of blocs used in equation (7))
W(N)=W'{B,B,....B} (19)
2. Thefirst inverse permutation for S= 1 isgiven by the following equation:

Pgo, (BB ) =W{B,,, BN'/Z""’B((N’/2)+1)} (20

After each permutation, the resulting vector is decomposedinto N equal blocs B]. wherej ={1,2...N'} and the next permutation
isapplied increasing the step of auntil the maximum permutation numbersisreached.

3. Permuteiteratively the set of blocks Stimes, the permutation corresponding to S= 2 beillustrated by thefollowing equation:
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(B,--By) =Pg_,{B B

Ps=2 By N7 (N/2)’ " ((N'/2)+1)} ()

4.Fora=3— S _ thepermutation isgiven by the following equation:

PS=a(B

a=3->S§

By)=Ps_,_,(B B...B

AT NP (N/2)’ (R ’((N/2)+1)} (2

5. Thefinally recovered watermark is obtained after 20 permutations. It isdefined by:
W (k) = Pgz o (B By By) 23
Itistransformed to amatrix with sizeequal to (M, x N, ). So, it representsthe recovered watermark W..

3.2 Simulation results

To evaluate the performance of the proposed watermarking scheme, we used a base data composed with 100 watermarks.
Different tests are given results simulate of the present resultsfor the used watermark at (Figure 7). In this paper, we represents
theresult of the color image“ Lena” (see Figure 9). Itssizeisequal to (256 x 256). The size of thewatermark Figure 7) isequal to
(32x 32). Toapply the DRT to original image, weused 6 =2randthepath A6 = 1". The system origin of projectionis (X Yo
and the path scaling integration is Ap = 1 pixel.

The similitude rate between the extracted watermark and the original watermark is continuously computed to test the robustness
of thisapproach. Thisis done by the normalized correlation presented by the following figure:

NC = ! (24)

On the other hand, the imperceptibility of the embedded watermark is a constraint that must be respected. A PSNR measure is
computed (see equation 16 and 17) after each embedding process with respect to the gain factor used. A threshold of 37 dB is
fixed to verify if some distortions begin to appear on the watermarked image in addition to a psycho-visual decision.

d2

PSNR=1010910 /o= (25
Where d represents the maximal gray scale and MSE is calculated by the following equation:
N XM,
MSE = N, XM .ZI(W) wo)* (26)

An exampleof an original and awatermarked imageisillustrated by thefollowing figures:

Figure4. Original image Figure 5. Watermarked image
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Figure 6. Spatia difference between the original and watermarked image

RECRUTEMENT

L

Figure7. Original Watermark Figure 8. Encrypted Watermark

RECRUTEMENT

Figure 9. Recovered Watermark

The PSNR value corresponding to again factor G = 1000 is PSNR = 38.68 dB between the original and the watermarked col or
image (Figure. 4 and figure. 5). Also, it generates anormalized correlation between original and an extracted watermark is
correlation = 1(Figure. 7 and figure. 9). The correlation remains equal to 1 for 200 embedding testsfor different watermark size
and forma. So, thisalgorithm detects correctly the embedded watermark. Figure 6 shows also the difference Figure 6 showsthe
spatial difference between the original and the watermarked image. It isrepresented by blue segments or/and lines spread over
theimage because theinsertion processis doing in the blue matrix of RGB component. It representsthe inverse radon transform
of the used coefficient in watermark embedding process. We noted that these coefficients represent the most energy area of the

transformed image. It defined its edge.

To study the robustness of the proposed approach, different types of attacks are applied to the watermarking image. The
correlation between the recovered and original watermark are presented in the following tables. The abovefigureillustratesthe
set of coefficientsin the radon matrix holding the embedded watermark.

STIRMARK ATTACKS | Corréeation
Conv_2 1
Median_3 0.9908
Median_5 0.9588
PSNR_O 0.9512
PSNR_50 1
Noise 20 0.9393
Noise_40 0.8945
JPEG_50 0.7666
JPEG_70 0.9979
JPEG_80 1

Table 1. Resistance of the Poposted Method Against the Common Image Processing Attacks
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SSTIRMARK ATTACKS| Corréation
RESC_90 1
RESC_75 0.9930
RNDDIST_1 1

LATESTRNDDIST 1
RML_10 1
RML_40 0.9978
AFFINE_1 1
AFFINE_8 0.9875

ROT_5 1
ROT_0.75 0.9739

ROT_1 0.9987
ROTCROP_0.5 1
ROTCROP_-1 0.9996

ROTSCALE -0.25 1

ROTSCALE_0.5 1

ROTSCALE_1 1

Table 2. Resistance of the Poposed Approach Against Asynchrony Attacks

Somepicksrepresentingtherandon field
used to codethewater mar k

x 10

§OI—‘I\)OO->U‘IO§

Figure 10. The used coefficientsto embed watermark in Radon field
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This table shows the effectiveness of the proposed method to resist against different STIRMARK attacks. We note that the
resistivity of the proposed approach against geometric attacks is better than that against the synchronous attacks. This
efficiency isrelated to the properties of the Discreet Radon Transform. Also, the effectiveness of the proposed method to resist
against common image processing attacksisrelated to an accurate sel ection of the coefficients which are/and selected from the
imagein Radon field. The highest coefficientsin the Radon field contain the significant information of the original image that
allows to be withstanding against common image processing attacks. Well, these coefficients are located and set on the line of
projection. They are also used in the transformed Radon that allows the resilience against the geometrical attacks. This
robustnessis proved mathematically in the following section.

Water mar ked coefficient

x 10
6 X
5
4.
3
2~
1 -
Q..
400 _ mowieh
300 20
200~ e 10
0™ '-E_f)d_ 100
0=%p

Figure 11. Watermarked imagein Radon field
4. Justifying Robustness Gainst AsynchronousAttacks

In this section, we will detail why the Radon Transform resists against the geometrics attacks. This is done through the
mathematical characteristicsof thistransform

4.1 Radon transform presentation

The robustness of the proposed approach and its resistance against asynchronous attacks can be justified only if we prove
mathematically that the radon transform is against geometric transforms. In addition thistransform hasto be entirely reversible
and conservative. Inthe caseitisalmost conservative, we have aloss of datain the process of applying the DRT and theinverse

DRT “DRT ", This almost conservatively and consequently the data |oss must not affect in any way the perceptibility of the
watermarked image. All these constraints must be tested and proved. Given animagel (x, y) defined at E)Kf R (p, 0) represents
itsradon projection at 9{5 (x,y) and (p, ) represent coordinates of theimage in spatial and Radon domain respectively. [M N]
and [Np N, ] represent respectively the size of theimagein spatial and Radon field. We noted the Discrete Radon Transform by
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DRT. Theinvariance facesto the following geometric transforms have to be proved.

4.1.1Linearity
GivenJ(x,y) =K1 (%, y).Where K isaconstant. The DRT of J (x, y) givesthe following relation:

DRT[J(x )] =R, (p. 0)

R (p,0)

Where: =
R(p, 0)

K’
Or K’ = K + AK Through different tests we find that

AK <<KsoK'=zK
Do: R, (p, 8)=KR(p, 0)
So: DRT[J(x, Y)] =KDRT[I (x,y)]
Similarly, we definethe following relationship:
If: J(xY) =K11(x,y)+K2W(X,Y)
The Radon Transformation of J gives the following results:

DRT[J(x,y)] =K1DRT[I1(x,y)] + K2DRT[W(X, Y)]

Where[l1 (X, y)] and [W (X, y)] aretwo image defined in spatial field and K1, K2 are two constants.
Thisrelation provesthat the DRT islinearly invariant.

412Scaling _,
A scaling onthe X and Y axis of theimageis applied:

Suppose J(XY) =1 (X=X Y=Y,

Figure 12. Scalingimage on )Z) and Vaxis
The Radon transform of J (X, y) isasfollows:
DRT[I(x, V)] =R, (p’,0) =DRT[I (x—x,, y=Y,)]
Where: p’=(x-xy)cosd+(y-y,) sing
= p’=xcos 6 —x,cos0+ysinO-y,sin o
= p’=XCcos@+ysinO-x,cosO-y,sino

= p’=p—Xx,c0s0-y,sin6

(27

(28)

(29)
(30)

(3D

(32)

(33

(34)

(39

(39
(30)
(37
(38)
(39)
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DRT[J(x,Y)] =R, (p’,6) =R(p—x,c0os 6-y,sin 6, 0) (40)

Also, the error defined by Ap = — x,cosf -y sin@ is lower than the value of p. Since Ap cannot allow the projection of a pixel
neighbor defined by its coordinates (p, 6), dueto itssize Ap << p than the radon transformation depends only on the value of
p.

4.1.31magerotation

Rotation attack is among the most popular kinds of geometrical attack on digital multimediaimages. Supposing that g (p, 6)
represents the polar coordinate of | (x, y) and J (p, 6) =g (p, 8 — @) with ¢ represents the angle of circular shifted, the Radon
Transform has given the following results:

Figure 13. Circular shifted image by angle ¢

DRT[J(p,0)] =DRT[g(p, 6- ¢)] =R, (p’, 6")] =1(xcos & cosp+Xxsin 6 sing,—ycosh sSno+ysin6 cosp)  (41)

=R (p’,0")]=1(xcos(6— ¢),ysin(6— ¢) 2
=R (p",0)]=R(p, 6- ¢) 43)
=p’'=pandb’'=6-¢ (44)
o
DRT[J(p,0)] =R, (p’,6)=R(p, 6-¢) (4

Thisrelation showsthat the radon transformation depends only on thevalue of 8— ¢ and its magnitude is constant. Consequently
the projected pixel will change its location in the Radon field according to the angular rotation applied. This proves that this
transform isinvariant to angular rotations

4.1.4Croppingrotation and scaling
In this section wetest theinvariance of the DRT if different asynchronous attacks are combined simultaneously such asrotation
and scaling or cropping without changing the axis projection.

DRT[J(p,6)] =DRT[g(p, 6- )] =RL(p", 6]
=1((x—X,) cos6 cose +(x—X,)SNO sing,—(y—Y,) Cos6 sing+ (y—y,) Sin 6 cosy) (46)

=R (p’, 6] =R(p—x,c08(6— ¢) - y,Sn(6—¢), 06— ) (4
= p'=p—X,C0s(0— ) —y,sin(6—¢),and 0’ =6-¢ (48

o
DRT[g(p, 8- )] =R(p—X,c08(6— ) —y,sin(6 - ¢), 6—¢) (49)

Theerror isdefined by:
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Ap=-x,cos(0— @) —y,sin(6—¢) <<p (50)

Due to its feeble value, the error Ap cannot change the original integer quantized coefficient in Radon field. So, the used
coefficient to embed watermark do not change and the watermark is correctly recovered. As proved above, face to singular or
composed geometric transform, the Radon transform offer an invariance to the transformed image.

4.2 Impact of theRadon transform on spatial imper ceptibility of thewater mar ked image

Theradonfield isfound to be alossy domain. Once applied on theimage matrix theinverse transform can engender acertainloss
compared with the original image. This means that this transform is not conservative. This data loss can introduce some
distortionsto the processed image. Wewill provein the following mathematical study that the non-conservatively of the radon
transform disappear when dealing with image. In fact the distortion that affectstheimage dueto the radon transformisunder the
perceptibility threshold defined by the Weber law. We noted the error between the original image and the Radon transformed
and recovered image by Ve

66

DRTLI (% y)1 =R(p—6) (51)
= R(.O)O[RI ] =1 61 () )
Where LY =17(xy) = £ (%) =3
Or the Weber law impose that
S M ®)) _
> > <twheret = (2%— 3%) €]

EE=ETH)

Since the simulation results proved that W ST

00 MBNH

So, perceptually we can say that no visible changes are engendered by the application of the Radon transform:
I=I"ande—0 (55

Thefollowing figureillustrate an original and Radon transformed image followed by the positions of the distortionsintroduced
by applying the radon transform and recovering the image by the inverse Radon transform.

Figure 15. Original image Figure16. IDRT image

In these section the robustness of the radon field against asynchronous attacks presented in table | is proved. In addition when
dealing with image thistransform is proved to be perceptually invariant.

5. Compar ative Sudy
In order to prove the efficiency and high robustness of the proposed method, a comparison study is conducted with recent

proposed approach resisting against geometric attacks. For this study we used lena color image. We compared the proposed
method in thiswork with the recent proposed techniquesin [8] and [9].
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17.1DRT image Figure 17 Imperceptible Difference
between original and recovered image by IDRT

First comparative study

1
0.95
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STRMARKS attacks

Figure 18. Comparative study between this proposed method and the recent proposed method at [8]

Second comparative study
e o E——
: ST el
-~~~ ======- “+' """""""":-'l"":‘"""""""'% """" }{ """""""""""" T""‘h;;‘_: """ 1
1 I 1 1 1 -
. ) b
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median[33]  median[5 5] Rot 0.5 Rot 0.75 Rot 1 Sharpening 0.1  Sharpening 0.2 JPEG 60  JPEG 80
STRMARKS attacks

Figure 19. Comparative study between this proposed method and the recent proposed method at [9]

This study shows that the proposed approach in this work is more robust against different attack types than the recent
proposed method in [8 and 9].

6. Conclusion

In this paper, a watermarking approach based on the Radon transform is presented. Embedded watermark is encrypted of the
original one. Using encryption process ensures a good security of watermark and enhances the invisibility and robustness of
watermark. Thewatermark is coded in selected coefficients expl oiting specific mathematical characteristics of thisdomain. The
proposed scheme presents high robustness especially against asynchronous attacks. This resistance against these geometric
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attacksis proved mathematically. Equilibrium between watermarking constraintsis achieved. Robustness and imperceptibility
are respected and the embedded capacity is increased. A comparison study with recent proposed techniques robust against
geometrical transformation also conducted. It proves the higher robustness of this proposed approach.
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