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Editorial

With this issue we complete the fifth volume of the Journal of Information Security Research. In the last five years we made remarkable progress in publishing high impact papers in information security. In this last issue of the fifth volume we publish the following pieces. In the first paper on “A Multi-Stage Framework of Textual Criminal Cases Categorization: Criminal and Legal Elements Approach”, the author Sotarat Thammaboosadee has proposed a framework for identification of the possible criminal offences charges based on textual criminal cases of the Civil Law system.

In the next paper on: “Digital Watermarking Approach Based on DCT Domain Combining QR Code and Chaotic Theory” the authors Qingbo Kang, Ke Li and Jichun Yang proposed an enhanced watermarking approach based on Discrete Cosine Transform (DCT) domain that combines Quick Response (QR) Code and chaotic system.

Anjum, Raschia and Gelgon in the last paper on “From K-Anonymity to Differential Privacy Back to K-Anonymity” proved that the K-anonymity algorithms and semantic privacy models can meet and join to the fast and reliable sanitization mechanisms for privacy preserving data publishing.

The papers published in this issue are quite interesting.