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ABSTRACT: Many countries have actively engaged in the development of interoperability for electronic data and
transaction exchange among government agencies to provide better joint-up public services to their citizens. National-
level policy frameworks, often called Electronic Government I nteroperability Frameworks (e-GIF), have been established
to drive these initiatives in many of those countries. However, most of these e-GIF framewor ks haven't adopted the holistic
concept of Enterprise Architectures (EA), except for example in the case of Thailand, U.SA. and Canada. This paper
proposes a compar ative analysis methodol ogy with an aimto propose further improvement for the EA-based interoper ability
frameworksto better drive the effective devel opment of smart and connected e-gover nment services. In this paper, Thailand
e-Government Interoperability Framework is methodically compared and analyzed with the U.S. Federal Enterprise
Architecture Framework as a case study.
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L.Introduction

During the past ten years, there were several analysis studies and improvement of e-government interoperability frameworks
(e-GIF) [1] around theworld. For example, the national-level e-government interoperability frameworks of 30 different countries
were compared and analyzed as reported in [2]. However, most of those e-GIF frameworks haven't applied the holistic
concept of Enterprise Architecture (EA) [3], except, for the case of Thailand, U.S.A. and Canada. The government of the
United States of America has adopted and successfully utilized the Federal Enterprise Architecture (FEA) framework since
1999 [4] for e-government devel opment and operations. Meanwhile, Thailand had devel oped the e-GIF of Thailand, so called
TH e-GIF, since 2005 as anational policy framework and methodol ogy to guide the devel opment of several interoperableand
collaborative e-Government projects of the country. However, the TH e-GIF isstill at the early stage for guiding enterprise
architecture development for enhancing citizen-centric e-government interoperability and servicesin the country.

In this paper, wetherefore propose to analyze and comparethe TH e-GIF and US FEA to provide recommendationsfor further
improvement of the framework and approaches for the e-Government Interoperability in general, but using the e-GIF of
Thailand as a case study. We recommend a strategy, management and operation concept for comparatively analyzing the
National Enterprise Architecture (NEA) frameworksas proposed also in [5]. Thisconcept systematically analyzes enterprise
architecture (EA) in abroader perspective, particularly on policy, governance, management and implementation aspects that
influence the adoption and widespread implementation of EA for e-government establishment.
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The paper isorganized in five sections asfollowing: the introduction in Section 1; the background information about the two
national e-government development frameworks, US FEA and TH e-GIF, described in Section 2; a strategy-management-
operation comparative concept provided in Section 3; a comparative analysis summarized in Section 4; conclusion and
recommendationsfor further strengthening of thee-GIF in Section 5.

2. National e-Government Case Sudies

Therewere several research studieswhich reported comparative analysis of several e-GIF frameworks. The purpose of those
comparisonswasto identify weaknesses and propose suggestions for further improvement. For exampl e, the comparison of
threee-GIF countriesin Asiawas analyzed in [6] [ 7] reporting about the casesin Singapore, South Koreaand Indonesia. That
study compared several aspects based on the architecture domains proposed in the TOGAF framework [12].

However, those criteriafor the analysisdo not provide guidelines on how to improve the e-GIF frameworks. Therefore, inthis
paper, we propose to use aNational Enterprise Architecture (NEA) asour comparative framework. The NEA promisesto fill
the gap between policy, management and implementation [5]. We choose to compare with the US FEA because the United
States is one of the most successful countries in adopting the complete cycle of the EA concept in planning, budgeting,
implementing, monitoring and measuring the e-government development programs and its notable features which can
generate ideas for future improvement. This section highlights the key characteristics of the two frameworks.

2.1USFederal EnterpriseArchitecture Framework

The USFederal EnterpriseArchitecture Framework (USFEA) [4] isaconceptual model that begins by defining adocumented
and coordinated structure for cross-cutting businesses. FEA is designed to support collaboration in the development of
structural optimization and increase economies of scale. FEA provides an organized structure and a collection of common
terms by which federal segments can integrate their respective architectures.

One of the key reasons of choosing the US Federal EA framework for our comparison is that US FEA is a long-time-
established and proven framework in promoting effectiveness of many government agencies by standardizing the devel opment
and use of architectures within and among Federal agencies. By adopting the US FEA, many US Federal agencies have
eliminated waste and duplication, enhanced shared services, mitigated gaps and promoted engagement among government,
industries and citizens. The key components within FEA consists of six reference models as shown in Figure 1.
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Figure 1. FEA Reference Models

1. Performance Reference Model (PRM) is a standard method for performance measurement and strategic planning. It
suggests acommon way for the Executive Branch of the federal government as mandated in the Government Performance
and Results Modernization Act of 2010 [8]. PRM as aligned with the organization strategy plansis a performance-oriented
reference model to support organizational vision, and eval uation and measurement performance of work process.

2. Business Reference Model (BRM) isatransaction reference model that emphasi zes collaboration and services among both
intra-agency and extra-agency. BRM provides a functional view of Federal Government organizations and their lines of
business, including mission and support business services.
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3. The Data Reference Model (DRM) supports foundation for all reference models. DRM is planned to provide acommon
framework for effective sharing across organization, increase integration and support semantic of interoperability. It likesa
“silos” through better discovery and understanding of the meaning of the data and it provides a classification taxonomy
used to describe the context for information exchange.

4. TheApplication Reference Model (ARM) isacomponent-driven taxonomy that categorizesthe systems and applications.
ARM integrates existing organizational applications and provides guidance to Federal Governments on standards desktop
configurations and how to improve the reuse and standardization of technology and service components.

5. Thelnfrastructure Reference Model (IRM) isacomponent-driven taxnomy that identifies cloud/nework related standards
and technologies that support deliverable such as data, voice, video, service components and capabilities. IRM collects
agency infrastructure and provide a foundation to advance the reuse and standardization of technology and service
componentsto Federal Government.

6. The Security Reference Model (SRM) provides the roadmap which assists US agencies to combine I T security/privacy
with EA, and it promotesinclusion of security and privacy in business processes and business activities. SRM integratesthe
National Institute of Standards and Technology (NIST) [9] “Risk Mangangement Framework” and the agency’s system
development life cycle processes. It assists programe executives to understand how the Federal Information Processing
Standard (FIPS) of confidentiality, integrity and availability and eight privacy Fair Information Practise Principle (FIPPs)[ 10]
can be combined within the EA planning.

FEA also suggests an approach for overall development methodology called “ The Collaborative Planning Methodol ogy
(CPM)” [4]. CPM isaprocessthat consists of integrated, multi-disciplinary analysisthat resultsin recommendationsformed
in collaboration with leaders, stakehol ders, planners, and implementers. The CPM consists of two main phases: (1) Organize
and Plan and (2) Implement and Measure. Although these phases may look sequential, but in fact there are frequent and
important iterations within and between the phases. In the first phase, the architect serves a key role facilitating the
collaboration between leadership and various stakeholders to clearly identify and prioritize needs, researches other
organizations facing similar needs, and formulates the integrated set of plans to define the roadmap of changes that will
address the stated needs. In the second phase, the architect shifts into a participatory role, supporting other key personnel
working to implement and monitor change related activities. As part of the second phase of the methodol ogy, the architect
specifically supports investment, procurement, implementation, and performance measurement actions and decisions.

2.2 Thailand e-Gover nment | nter oper ability Framework

Developed since 2005, the Thailand e-Government | nteroperability Framework (TH e-GIF) [11] isanationd policy framework and
methodol ogy for promoting collaborative e-Government devel opment towards smart and joint-up public servicesfor citizen and
business. The TH e-GIF has been endorsed by the Cabinet such that the framework and methodology within TH e-GIF are
recommended to all government agenciesasthe guideinesand best practicesfor implementing the smart coll aborative e-Government
development projectsin Thailand.

Atapolicy level, the TH e-GIF suggestssix critical factorsthat guidethe devel opment of collaborativeinter-agency e-Government
initiatives.

Factor 1 - Political Will Creation: The successful implementation of e-government interoperability dependsto alarge degree on
political good will and commitment at the highest level. It is essentia to secure political support and adequate funding for
investment and operations of the programs from top executives.

Factor 2- Inter-Agency Collaboration and Social/Cultural Change: The mechanismsto generate and maintain collaboration among
stakeholdersarevital to copewith the challengesarising from theinter-organizational nature of the project. The need to coordinate
among numerous government agencies and the business community cannot be over-emphasized.

Factor 3 - Legal Power: Therelated laws and regulations must be identified, reviewed, and adjusted carefully to ensure alegaly
enabling environment for e-government interoperability efforts.

Factor 4 - Process Agreement: To achieve process agreement, al participants must participate in analysis of existing “as-is’
business processes and mutually agree on new “to-be” business processes. Lack of clear and integrated process agreement often
manifests asthe burden for the users (citizens or business users) to provide the same information to multiple government services
instead of asingle event.
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Factor 5 - Meaning Exchange Agreement or Data Harmoni zation: The meaning exchange agreement is necessary to facilitate
exchange of samemeaningful datafor successful datainteroperability acrossdifferent systems. Meaning exchangeisfundamentally
different from data exchange because of the aspect of misinterpretation. It is much more difficult because there is no implicit
guaranteethat al participantswill interpret the meaning of the datain the same way.

Factor 6- Technical Development: To ensureeffective collaborative e-government interoperability, concerned partiesand stakehol ders
need to mutually agree on common protocols and technical standards necessarily for inter-agency collaborative systems. Open
standards and technology are normally recommended because they are well supported in the marketplace.

TH e-GIF suggests a devel opment methodol ogy of five phases, as shown in figure 2, so called Inception Phase, Elaboration
phase (Detailed EA Design), Planning phase, Implementation Phase, and Change Adoption Phase. In each phase, it is
suggested that ten key components, shown in Figure 3 as similar to the TOGAF ADM (Architecture Development Cycle/
Method) [12]., should be considered. These ten components are iteratively analyzed. Each of these components must be
studied and analyzed to understand the “as-is” conditions, their gaps and improvement opportunities, and then to propose
the new and better “to-be” conditions. All these ten critical components should be revisited during the Inception Phase,
Elaboration Phase, Planning Phase, |mplementation Phase and Change Adoption Phase, but of course, with different levels
of depths and perspectives. The looping of the development cycle should be revisited and refined until the “to-be” of all
these ten components are mutually accepted by key stakeholders.

1. Inception 2.Elaboration Phase'y, 3.Planning %, 4. |mplementation % 5- Go-LivePhase
Phase (Detail EA Design) Phase Phase (ChangeAdoption)

Figure 2. Five devel opment phases
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Figure 3. Ten key components (modified from TOGAFADM)
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Theoriginal TOGAFADM components are modified here to better suit the context of collaborative and inter-agency project
management. The TH e-GIF emphasizes especially on stakeholder collaborative platform establishment, process redesign
and agreement, data harmonization and legal issues because these components support and drive collaborative e-government
development in real cases. Theten key components are briefly explained asfollows:

Component 1: All of the stakeholders’ needs and requirements must be clearly identified and continuously managed for the
development of collaborative e-government.

Component 2: Theclear visionsand objectives of any collaborative e-government projects must be articulated, considered,
refined and agreed by key stakeholders and also endorsed by high-level policy decision makers.

Component 3: A strong lead agency, inclusive membership and participation of key stakeholders, effectiveinter-agency and
collaborative platform of all those key stakeholders should be established, maintained and kept continuously interacting.

Component 4: Current (as-is) related business processes are analyzed and redesigned to reach theimprovement objectives/
visions, e.g. better effectiveness and efficiency. For example, the proposed future (to-be) processes should be simplified,
more efficient and more secure. The proposed new processes must be reviewed, refined and accepted by key stakeholders.

Component 5: Analysis, simplification and standardization of involved documents and dataisthe aspect that should not be
underestimated, especially on the data semantics including the harmonization of data definitions among different related
documents. With the harmonized data el ements and document simplification, thetechnical devel opment teams can successfully
create data models, electronic documents and messages to deliver better services to citizens and businesses.

Component 6: Servicefunctions, referred to asthe application architecture, must also be designed and agreed. It providesa
blueprint for describing services and functions. This blueprint includes the different sub-systems and components for the
software solutions, their interactions, and their relationships to the core business processes of the government agencies and
business users.

Component 7: Open and internationally recognized technical standards, interoperability and communication protocols must
be adopted and agreed among different ICT platformsinvolved in the specific collaborative e-government project.

Component 8: Enabling laws and related regul ationsto ensure the legitimacy, trust and confidencein electronic transactions
and new business processes must be institutionalized.

Component 9: Financial and business models (e.g. investment and operation cost consideration, and the sustainability
issues), the governance mechanism for monitoring, ensuring and enforcing the implementation and operations must be
analyzed, designed and implemented.

Component 10: Technology infrastructure, system and hardware development, software development, deployment with
security/privacy and business continuity concerns are designed, implemented and executed.

All these ten key components must be cross-checked to ensure that each component is consistent and aligned with the key
stakeholder’s requirements (Component 1 in the middle of Figure 3). Note that Component Oisapreliminary or preparation
stage before engaging into any new project.

3. Compar ative Sudy of e-Gover nment I nteroper ability Frameworks

A structured concept proposed for comparison isaimed to take abroad view on both US FEA and TH e-GIF. This structured
comparative concept is based on the National Enterprise Architecture (NEA), asimilar comparative concept appearedin[5].
Thekey contents of NEA are architecture modelss, principles and standards. Figure 4 illustrates the framework for analyzing
NEAs categorized in apolicy/strategic, design/management and i mplementati on/operation structure. The grey circle shows
that the related architectures are analyzed and designed, and the strategic decision and plans are translated into decisions
and implementation. This concept applies enterprise models, standards and architectural discipline. Therefore, five criteria
are used for our comparisons as shown in Figure 4.

3.1 Policies, Actorsand Structures: This aspect contains the environment and political driver for EA. The political actors
provide strategic objectives for architecture and the democratic structures define related constraints.

3.2 Governance: The governance structures and mechanism are considerable to guide and provide incentives for desirable
behaviors in the use of IT resources. The enterprise or government agency normally provides three types of governance
mechanisms. There are decision-making structures, alignment process and formal communication [13].
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3.3EnterpriseFramewor ksand M ethodology: There are many methodol ogiesthat are applied in development of enterprise
architecture. Each of themisdifferent, e.g. ataxonomy framework like the Zachman framework [14], aprocessframework like
the Open Group EnterpriseArchitecture (TOGAF), and the hybrid onelike TH e-GIF and FEA [15].

3.4 ArchitecturePrinciplesand Standar ds: Thearchitects utilize principles, guidelines and standardsto set the direction of
the future and provide the suggestion for implementation.

3.5 Implementation: Theimplementation embracesthe development and usefor central facilitiesand infrastructures. Central
facilities possibly are used by local agencies to support the development of their system architectures.

4. TheResult of Compar ative Sudy of E-Gover nment I nteroper ability Frameworks

Table 1 shows our comparative analysis between US FEA and TH e-GIF based on those 5 aspects of the general NEA
framework.

Thiscomparative study of e-Government Interoperability Frameworksrealizesthat FEA provides several good features such
as, agood business transformation strategy, design principles, and assessment and measurement framework. FEA suggests
suitable laws and policies which integrate strategic drivers. Its reference models offer to standardize a categorization for
strategic, business and technology models, and information harmonization. Meanwhile, TH e-GIF has not offered any
specific reference modelsand any explicit measurement method has not been recommended yet. However, within the National
Information and Communi cation Technology Master Plan 2020 (ICT 2020) of Thailand, itsfourth strategic agenda provides
the clear policiesto promote servicesinnovation of e-government to serve citizens and invol ved business agencies efficiently.

Furthermore, before any budget approval, large-scale e-government ICT projects in Thailand must propose their clear
“Enterprise Architecture design” to the national ICT approval committee such that these blueprint deigns ensure that the
projects support clear implementation scope, interoperability, transparency, and less(non)-duplicativeinvestment. However
more detailed guideline on how to develop such clear EA-based program proposal s still need for their devel opment.
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Figure4. A framework for comparison and analysis
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FEA

THeGIF

1. Policy
actor and
structure

Executive Branch of the U.S. Federal Government,
Federal laws and policy require Agency Heads to
develop and maintain an agency-wide enterprise
architecture that integrates strategic drivers,
business requirements, and technology solutions.

The TH e-GIF concept wasinitiated in 2005 in responsetq
the policy of Ministry of Information and Communication
Technology (MICT) for promotion of interoperability,
between different public agencies and to achieve the target
of one-stop electronic services by connecting several
electronic business processes among different e-
government information systems.

2
Governance

The United States has enacted laws and regul ations
that al so effectively enforce the operation of FEA.
Themain part of FEA isthe Performance Reference
Model (PRM). PRM serves the goals of FEA by
establishing a common language to describe the
outputs and measures used to achieve strategic
objectives through coupled business services.

Thailand government has established Information and
Communication Technology Master Plan 2020 (ICT 2020)
Thefourth strategic agendaof ICT 2020 drivesand promotes
servicesinnovation of e-government to better serve citizens
and business efficiently. Furthermore, by regulation, any
large-scale e-government ICT projects must have clear
“Enterprise Architecture design” proposing to their
executive board before budget approval. The blueprin
design with all necessary architectural viewpoints ensur
that the projects support interoperability, transparency an
non-duplicated investment.

3. Architec-
ture
Framework
and
methodol -

ogy

The US FEA suggests an approach for overall
development process and methodology called
“The Collaborative Planning Methodol ogy (CPM)
[2]. CPM is a process that consists of integrated,
multi-disciplinary analysis that results in
recommendations formed in collaboration with
leaders, stakehol ders, planners, and implementers.
The CPM consists of two main phases: (1)
Organize and Plan and (2) Implement and Measure.
The framework and management method has
established strong inter-agency collaborative
platform.

TH e-GIF suggests adevel opment methodology consistin
of five phases so called Inception Phase, Elaboration Ph
(Detailed EA Design), Planning Phase, Implementatio
Phase, and Change Adoption Phase. In each phaseg, it i
suggested that ten key components should be considered
These ten components must be iteratively analyzed
similar to the TOGAF ADM concept. Each of these k
components must be studied and analyzed to understan
the “as is” conditions, their gaps and improvemen
opportunities, and then propose the new and better “to be”
conditions. All these components should be revisit
iteratively during the Inception Phase, Elaboration Phase
Planning Phase, Implementation Phase and Chang
Adoption Phase, but of course, with different levels o
depths and perspectives. The looping of the developmen
cycleismade until the “to-be” of all these ten component
are refined in more details and accepted by all ke
stakeholders.

4. Archi-
tecture
principles
and
standard

Federal EA provides principles and standards in
Application Reference Model (ARM) for how
business, information, and technology
architectures should be developed across the
Federal Governments so they can be used
consistently at various levels of scope within and
between agencies, as well as with external
stakeholders.

TH e-GIF provides a set of technical open protocols an
standards of 141 items classified within 7 categories suc
as data exchange standards, data formats, communicatio
and secured protocols. However, all these are provided
the recommendations, and they must be chosen an
“agreed” among key stakeholders in each group of col
laborative e-government projects, e.g. all stakeholdersii
the electronic National Single Window project for trade
cilitation commonly agree to use the ebXML Messagin
Service Protocol v2.0[16] asthe secure messaging protocol
for conducting electronic dataand service exchange amon
different IT platforms.
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5. Implementation

USFEA haseight levelsof scopefor implementing
an architecture using the common approach. The
eight levels consist of International, National,
Federal, Sector, Agency, Segment, System and
Application. The scope of aparticular architecture
ranges from high level views of one or more
organizations, to detailed views of a single
segment, system, or application. Dueto the nature
of how the U.S. Federal Government functions,
multiple levels of scope are needed to develop
effective architectures that support mission and
support objectives within and between agencies.
These architecture levels ease the alignment of

TH e-GIF has been implemented in 3 key levels as
following.

Level 1: Srategic Direction and Policy Guidance
TH e-GIF provides strategic direction and guidance
with thenational policy framework, methodol ogy, and
guidance on how to formulate and establish visions
and goals, necessary collaborative platforms,
enterprise architecture design and standards that
enableinteroperability among different ICT platforms.

L evel 2: Management L evel
Applications of this framework in different domains
have been established and supported such that

relevant sector-specific architectures, “to-be”
business process, common data set, technical
protocols and interoperability standards have been
developed, refined and agreed among different sets
of collaborative stakeholders

the design and implementation

Leve 3: Investment and Implementation L eve
Funding for implementation, through MICT and other
government agencies, must be secured for
implementing pilot also deployed projects.

Table 1. The Comparison Between USFEA and TH e-GIF

5. TheResult of Compar ative M ethodol ogy of e-Gover nment | nter oper ability Frameworks

Phase 1: I nception Phase (Preliminary Sudy) of TH e—GIFvs. | dentify and Validation of FEA

The Inception phaseis similar to the “Identify and Validation” phase of FEA, because it is an early stage of development.
The objective of this phase is to find requirements and target, define stakeholders, leaders and operational staffs. In the
inception phase, ideas and primary opinions among stakeholders, leaders and operational staffs are analyzed exchanged.
Some quantitative and qualitative indicators for costs and benefits should be analyzed at least roughly for the viable of
possible connected e-government projects. If the vision, possible benefits, future collaboration and at |east some high-level
enterprise architectures are analyzed and accepted among the initial and key stakeholders and sponsors, and they agree to
work and link together, the next step should start. If they disagree, the next step should not start.

In “Identify and Validation” phase, it sets some necessary components to achieve such as factor and target coordination.
Then they created Initial performance metrics for projects measurement. It can be seen that the FEA supports the
synchronization of the units, all unitsarelinked to themission, Sointhefirst step it can beafactor, and goals of the agencies
involved at all and FEA aimsto achieve performancein line with the goals set forth in the first step of the work.

Phase2: Elaboration (Detailed Architecture Design) Phase of TH e-GIF vs. Research and L everageof FEA

Thekey concepts of “ Research and Leverage” phase of FEA and Elaboration of TH e-GIF are quite similar even though the
detailed suggested steps are different. The Elaboration phase focus on how to analyze the detailed “as-to” and design the
“to-be” environment of each of the ten critical components of the overall collaborative e-government projects. The process
starts from the analysis of “as-is’, identify gaps and improvement opportunities, and then design the proposed “to-be” to
achieve the integration, electronic data and e-service exchange among government agencies.

While Research and Leverage emphasizes on the research of other organizations and service providers to assess whether
they have similar needs and whether these organizations have already met these needs or are currently planning to meet
these needs. The architects |ead the assessment of the applicability of the other organizations' experiences and results and
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help to determine whether there are opportunities to leverage or work together to plan. Once these organizations and their
needs and experiences have been identified and assessed, the architect formulates a set of findings and recommendations
detailing the applicability and opportunity for leverage.

Phase 3: Planning Phaseof TH e—GIF vs. Defineand Planning of FEA

In Phase 3 of FEA “Defineand Planning” Phaseof TH e—GIF area so very similar in concept. However, FEA provides quite
clear criteria for measuring the success of the work. The detailed architecture as developed and agreed among the key
stakeholders and sponsorsin the Elaboration (Design) Phase will be the basisfor migration plan/devel opment roadmap, for
a long-term programmes, the development projects and their detailed term-of-references will be developed and funding
(investment) should be secured in this phase, such that the procurement and construction of the projectswill be carried out
in the next phase.

Phase4: Execution/Construction Phaseof TH e—GIF vs. Invest and Executeof FEA

Instep 4 of FEA “Invest and Execute” phase and Construction Phase of TH e—GIF aredightly different. Construction Phase
isthe further detailed design, development and installation of technical, software, network infrastructure software, system
and application software.

While FEA Invest and Execute discusses finance, investment and construction/execution. If no investment, return to Phase
1. To modify the plan asin Step 3 and Step 4 based upon the types of changes, e.g. policy changes, organizational changes,
technology changes, process changes, and skills changes.

Phase5: Adoption (Change M anagement) Phaseof TH e—GI Fvs. Performanceand M easurement of FEA

In Phase 5 of the FEA “Perform and Measure” Phase and Adoption Phase of TH e - GIF are again similar in concept but
different in details. FEA provides better detailed guidance on performance and measurement of both outputs and outcomes
(impacts) of the projects. While TH e-GIF emphasizes more on the change management and adoption approached for
engaging both government staffs (internal users), and citizens/business entities (external users) to adopt to the new
environments, new practices, and new systems. Thisis quite a challenge to most government staffs and citizens.

The Adoption Phase focuses on encouraging target users and relevant parties to be familiarize and adopt to the new
applications such astraining for new users, and piloting adoption. Thailand still needs a better approach for this endeavor.

While FEA Perform and Measure focuses more on the measurement of outputs and outcomes as defined in first phase (FEA
Identify and validate). TH e-GIF should be improved in this perspective also such that the planned outputs/outcomes and
return on investment should be articulated and quantified, and can be measures and compared with the actual outputs/
outcomes and return on investment.

6. Conclusion and Recommendations

The above study reports a systematic assessment methodology and comparative results of the US Federal Enterprise
Architecture (FEA) and Thailand e-Government Interoperability Framework (TH e-GIF). Thefollowing points summarizethe
improvement opportunitiesfor the e-GIF framework, asin the case Thailand.

6.1 M easurement of Outputsand Outcomes

Thefindings from the FEA suggest that agood assessment and measurement framework should be established and utilized
for e-government projects starting from the inception phase till the adoption phase. FEA provides a good performance
reference model (PRM) to suggest mechanismsto measure and monitor outputs and outcomes/impacts of the projects. PRM
consists of measurement area, measurement categories, measurement groupings and measurement indicators. PRM
accomplishes these goals by establishing a common language to describe the outputs and measures used to achieve
strategic objectives through coupled business services. This framework is also strengthened by laws, e.g. the Government
Performance and Results M odernization Act of 2010[17].

Thereisno clear measurement method offered in TH e-GIF, therefore ameasurement framework and methodol ogy including
risk management should be developed and utilized within the new version of TH e-GIF. The objectives of this measurement
framework should include at least the followings: the method on how to measure and eval uate the results which should be
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clearly the responsible goal s of each agency, and how to manage and reduce the risks to increase the chances of successful
implementation of the planned target.

6.2 Mandatory and Complianceof TH eGIF

For more effectiveness of TH e-GIF, the Cabinet should enact, legislate or mandate apolicy or aregulation for al government
agenciesto adopt the Enterprise Architecture Concept and TH e-GIF for al e-government projects, also with the performance
measurement as parts of mandatory conditionsfor budget approval, architecture design, implementation, adoption, operations,
progress reporting and output/outcome measurement.

6.3 Security Framework and Privacy Reference M odel

The FEA security and privacy concern has been injected in all parts of the FEA models such that risk identification and
management are applied throughout all phases in the development cycle. The risks should be monitored, controlled and
mitigated accordingly. The detailed security framework and methodol ogy including security policies, operational procedures,
and secure infrastructures, should be developed and improved within the TH e-GIF. Data privacy policy and operational
procedures and guidelines shall also be included. The SRM of US FEA could provide a starting point for this case.

6.4 Better Project Management and ChangeAdoption M echanism

The Change Adoption phase of TH e-GIF should be strengthened with more detailed guides on how to manage change, and
people adoption of new environments. The mechanismsto establish and improve the service level agreements and business
continuity of the systemsin operation are very crucial, especially for critical-mission applications.

These features should beimproved and included in the future version of the e-GIF framework and guidelines, especially for
the case of Thailand.
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